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1
METHOD AND APPARATUS FOR
PROVIDING PRIVACY MANAGEMENT IN
MACHINE-TO-MACHINE
COMMUNICATIONS

The present disclosure relates generally to machine-to-
machine communications and, more particularly, to a method
and apparatus for providing privacy management for
machine-to-machine communications.

BACKGROUND

Machine-to-machine (M2M) communication is gaining
popularity and can be supported by various types of networks,
e.g., a cellular access network. Traditionally, privacy has not
been a concern for M2M communications.

SUMMARY

In one embodiment, the present disclosure provides a
method for processing a request from a server of a machine-
to-machine service provider. For example, the method
receives the request from the server of the machine-to-ma-
chine service provider to communicate with a machine-to-
machine device, determines whether to authorize the request
based upon a policy in a privacy database, and enables com-
munications between the server of the machine-to-machine
service provider and the machine-to-machine device if the
request is authorized based upon the policy.

BRIEF DESCRIPTION OF THE DRAWINGS

The essence of the present disclosure can be readily under-
stood by considering the following detailed description in
conjunction with the accompanying drawings, in which:

FIG. 1 illustrates one example of a high level block dia-
gram of a communications network of the present disclosure;

FIG. 2 illustrates a more detailed block diagram of the
communications network of the present disclosure;

FIG. 3 illustrates an example flowchart of a method for
providing privacy management for machine-to-machine
communications;

FIG. 4 illustrates an example flowchart of a method for
provisioning a privacy policy for the machine-to-machine
devices;

FIG. 5 illustrates an example flowchart of a method for
modifying a privacy policy; and

FIG. 6 illustrates a high-level block diagram of a general-
purpose computer suitable foruse in performing the functions
described herein.

To facilitate understanding, identical reference numerals
have been used, where possible, to designate identical ele-
ments that are common to the figures.

DETAILED DESCRIPTION

The present disclosure broadly discloses a method, non-
transitory computer readable medium and apparatus for pro-
viding privacy management for machine-to-machine (M2M)
communications. In one embodiment, a mechanism based
upon privacy policy settings of device users and service pro-
viders is provided to protect M2M communications.
Examples of M2M communications include an appliance,
e.g., a refrigerator, sending a request to a grocery store to buy
additional groceries, a grocery store requesting inventory
data of a user’s refrigerator, a meter (e.g., an energy meter, a
gas meter, a water meter and the like) sending data to a utility
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2

company, a sensor (e.g., a motion sensor, a temperature sen-
sor, an Infrared sensor, and the like) sending a communication
to a security company and the like. Traditionally, privacy has
not been a concern for M2M communications

However, the increasing popularity of M2M devices may
lead to concerns regarding privacy for M2M communica-
tions, especially some communications that may be privi-
leged. For example, as M2M communications become more
sophisticated, M2M communications may include privileged
or personal information such as account numbers, credit card
information, payment information, address information, tele-
phone numbers, user preferences, user behavior patterns, and
the like. In addition, M2M communications may be used to
monitor user activity without permission from the user. The
present disclosure resolves these privacy issues by providing
privacy management for M2M communications to control
which M2M service providers may access the M2M devices,
when they may access the M2M devices, and how they may
access the M2M devices.

FIG. 1 is a block diagram depicting one example of a
communications network 100. For example, the communica-
tions network 100 may be any type of Internet Protocol (IP)
network such as an IP Multimedia Subsystem or IP Multime-
dia Core Network Subsystem (IMS), a wired network, a wire-
less network, a Wi-Fi network, a cellular network, e.g., a long
term evolution (LTE) network, and the like, related to the
current disclosure. It should be noted that an IP network is
broadly defined as a network that uses Internet Protocol to
exchange data packets.

In one embodiment, the network 100 may comprise a core
network 102, one or more access networks 104 and 106, one
or more M2M devices 116, 118 and 120 and one or more
M2M service providers 122 and 124 (having respective hard-
ware servers (e.g., computer servers) 126, and 128 that can
effect M2M communications with the M2M devices 116, 118
and 120). In one embodiment, the core network 102 may
include an edge/application programming interface (API)
gateway 108, a M2M privacy gateway 110, and one or more
databases 112 and 114. In one embodiment, the one or more
databases 112 and 114 may include a privacy database for
M2M service providers 112 and a privacy database for M2M
devices 114. Although FIG. 1 illustrates three M2M devices
116, 118 and 120 and two M2M service providers 122 and
124, any number of M2M devices or M2M service providers
may be deployed.

In one embodiment, the edge/API gateway 108 provides an
interface for allowing the M2M service providers 122 and
124 to interact with the M2M privacy gateway 110. In one
embodiment, the edge/API gateway 108 sits at an edge of the
core network 102. The edge/API gateway 108 may have
access security functions and control access to the M2M
privacy gateway 110. In other words, the M2M service pro-
viders 122 and 124 do not have direct access to the M2M
privacy gateway 110. This will provide a greater security for
the M2M privacy gateway 110.

In one embodiment, the M2M privacy gateway 110 con-
trols the manner as to how the M2M service providers 122 and
124 will have access to one of the devices 116,118 or 120. For
example, requests for communications received from the
M2M service provider 122 to access the M2M device 116
may be routed to the M2M privacy gateway 110 via the
edge/API gateway 108. The M2M privacy gateway 110 may
then check with the privacy database for M2M service pro-
viders 112 and/or the privacy database for the M2M devices
114 to determine whether the request should be granted.

In one embodiment, the edge/API gateway 108 and the
M2M privacy gateway 110 may be implemented in hardware



US 9,124,632 B2

3

as a specialized computer server. In one embodiment, the
computer server may be similar to the general purpose com-
puter illustrated in FIG. 4 and discussed in further detail
below.

In one embodiment, the privacy database for M2M service
providers 112 and/or the privacy database for the M2M
devices 114 may include respective policies that are refer-
enced by the M2M privacy gateway 110 to determine whether
a request from the M2M service providers 122 and/or 124
should be granted. In one embodiment, a privacy policy
stored in the privacy database for M2M service providers 112
may be defined by a communications network service pro-
vider of the core network 102. In another embodiment, the
privacy policy may be defined based upon parameters asso-
ciated with a service level agreement negotiated between the
communications network service provider and a particular
M2M service provider.

In one embodiment, the communications network service
provider defined privacy policy may define which M2M ser-
vice providers are authorized to communicate over the com-
munications network 100 (e.g., via predefined list of
approved M2M service providers), when the M2M service
provider may communicate with a M2M device, how much
bandwidth is allocated to the M2M service provider for com-
munications, what types of communications or actions may
be performed by the M2M service provider, and the like.

For example, the communications network service pro-
vider may only allow M2M service providers that subscribe
to services from the communications network service pro-
vider to access the communications network 100. In another
example, only M2M service providers that have a particular
security clearance may be authorized to access the commu-
nications network 100. In yet another example, the commu-
nications network service provider may simply predefine a
list of M2M service providers that are allowed to access the
communications network 100. The above are only examples
and should not be considered as limiting of the present dis-
closure.

The communications network service provider may also
set how much bandwidth will be allocated to the M2M service
provider at various predetermined times. For example, the
communications network service provider may provide more
bandwidth during off peak hours and less bandwidth during
peak hours. In one embodiment, the communications net-
work service provider may not provide any bandwidth during
certain times of the day if there is scheduled maintenance in
the communications network 100. The above are only
examples and should not be considered as limiting of the
present disclosure.

In one embodiment, the communications network service
provider may only allow the M2M service provider to obtain
information from the M2M devices, but not allow the M2M
service provider to upload any data to the M2M devices for
security reasons. For example, the communications network
service provider may define what types of communications
may be exchanged. For example, the communications net-
work service provider may specify that communications
involving personal data may not be exchanged. The above are
only examples and should not be considered as limiting of the
present disclosure.

In one embodiment, the privacy policy defined by the com-
munications network service provider is dynamically nego-
tiable. In other words, the privacy policy may be modified “on
the fly” for a brief time period after the privacy policy is
initially defined by the communications network service pro-
vider to satisfy a temporary need of the M2M service pro-
vider. For example, during a peak shopping season, the M2M
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service provider 122 may request to have additional band-
width for communications to the M2M device 122 for a
temporary time frame, e.g., one week, that is outside of the
privacy policy defined by the communications network ser-
vice provider. If additional bandwidth is available, the com-
munications network service provider may adjust the privacy
policy to provide additional bandwidth temporarily on a
dynamic basis. In one embodiment, the M2M service pro-
vider 122 may have to pay an additional fee for the change.

In one embodiment, a privacy policy stored in the privacy
database for M2M devices 114 may be defined by a user of an
M2M device. For example, a user of the M2M device 116
may define a privacy policy for the M2M device 116 that is
stored in the privacy database for M2M devices 114.

In one embodiment, the user defined privacy policy may
define which M2M service providers are authorized to com-
municate with the M2M device (e.g., via a predefined list of
approved M2M service providers), when the M2M service
provider may communicate with the M2M device, how much
bandwidth is allocated to the M2M service provider for com-
munications, what types of communications or actions may
be performed by the M2M service provider, and the like.

For example, a user may only allow M2M service provid-
ers for which they are subscribed to services to access his or
her M2M device(s). In other words, the user may not allow
unsolicited communications from M2M service providers. In
another example, the user may only allow access to his or her
M2M device(s) between 6 PM and midnight while they are
home so that the user may monitor the activity and commu-
nications between the M2M service provider and their M2M
device. In another example, the user may limit the number of
times for a predefined time period that the M2M service
provider may access the M2M device. In another example,
the user may only allow a certain percentage of available
bandwidth to be used by a particular M2M service provider
such that the M2M device may have bandwidth to access
other M2M service providers or execute other tasks.

The user may define which M2M devices (e.g., each user
may have a plurality of M2M devices) that the M2M service
provider may have access to, what types of activities may be
performed on each of the M2M devices listed, and a limit as
to the allowed activities. For example, the user may specify
that the M2M service provider may only request inventory
data from a refrigerator, but not initiate any new orders for
groceries. In another example, the user may allow the M2M
service provider to only initiate new orders for perishable
foods, such as milk and eggs, and limit the orders to no more
than two per item. The above are only examples and should
not be considered as limiting to the present disclosure.

Although two databases 112 and 114 are illustrated in FIG.
1, it should be noted that any number of databases may be
deployed. In one embodiment, a single database may be
deployed to store both the privacy policy defined by the
communications network service provider and the privacy
policy defined by the user.

In one embodiment, the M2M devices or machines 116,
118 and 120 may be any type of machine capable of commu-
nicating over the communications network 100. For example,
the machines 116, 118 and 120 may be any type of smart
hardware devices or appliances such a refrigerator, a freezer,
a set top box, a modem, a terminal adaptor, a sensor, and the
like. It should be noted that the present disclosure is not
limited to any particular type of machines.

In one embodiment, the M2M service provider 122 and
124 may be any type of M2M service provider. For example,



US 9,124,632 B2

5

the M2M service provider 122 and 124 may be a grocery
store, a utility company, a repair shop for appliances, a depart-
ment store, and the like.

In one embodiment, the access networks 104 and 106 may
be any type of access network such as a cellular network, an
LTE network, a wireless network, a Wi-Fi network, a publicly
switched telephone network (PSTN), an Internet Protocol
(IP) network, and the like. The access networks 104 and 106
may be operated by the same operator or by different opera-
tors. The access networks 104 and 106 and the core network
102 may include additional network elements that are not
disclosed. For example, the access networks 104 and 106 and
the core network 102 may also include border elements, gate-
ways, routers, switches, call control elements, firewalls, vari-
ous application servers, and the like.

FIG. 2 illustrates a more detailed block diagram of a com-
munications network 200 of the present disclosure. In one
embodiment, FIG. 2 illustrates, by example, a flow of com-
munications between M2M service providers 202, the edge/
API gateway 108, the M2M privacy gateway 110, the privacy
database for M2M service providers 112, the privacy data-
base for M2M devices 114 and M2M devices 204.

The flow of communications is illustrated by arrows 206,
208,210,212, 214 and 216. For example, arrows 206 and 208
illustrate communications related to a request received from
the M2M service providers 202 to the M2M privacy gateway
110. The arrows 214 and 216 illustrate communications
related to a response to the request sent from the M2M privacy
gateway 110 back to the M2M service providers 202. The
arrows 210 and 212 illustrate communications between the
M2M privacy gateway 110 and the privacy database for M2M
service providers 112 and the privacy database for M2M
devices 114, respectively.

Asillustrated by FIG. 2, in one embodiment, the requests to
communicate with the M2M devices 204 flow from the M2M
service providers to the edge/ API gateway 108. The edge/API
gateway 108 may then parse the request and send a policy
request to the M2M privacy gateway 110 for access permis-
sion.

Upon receiving the policy request, the M2M privacy gate-
way 110 may reference the privacy database for M2M service
providers 112 and the privacy database for M2M devices 114
to determine if the particular M2M service provider is an
authorized M2M service provider and what manner of access
is allowed for that particular M2M service provider.

If the request is granted, the M2M privacy gateway 110
may then respond to the edge/API gateway 108 with detailed
instructions including one or more parameters defining what
type of access, how much access and when the M2M service
provider may access the M2M device. Subsequently, one of
the M2M service providers 202 may establish communica-
tions with one of the M2M devices 204, as represented by the
two way arrow 218 for authorized data flow.

FIG. 3 illustrates a flowchart of a method 300 for providing
privacy management for machine-to-machine communica-
tions. In one embodiment, the method 300 may be performed
by a specialized computer server, e.g., the M2M privacy
gateway 110 or a general purpose computer as illustrated in
FIG. 6 and discussed below.

The method 300 begins at step 302. At step 304, the method
300 receives a request from an M2M service provider to
communicate with an M2M device. For example, the request
may be from a utility company to access a meter at a user’s
home to determine how much electricity the user has con-
sumed.

In one embodiment, the request may be received indirectly
from the M2M service provider, for example, via an edge/API
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gateway. Using the edge/API gateway may provide more
security by preventing the M2M service provider from having
direct access to the M2M privacy gateway 110.

At step 306, the method 300 determines whether to autho-
rize the request based upon a policy in a privacy database. In
one embodiment, two separate policies in two different data-
bases may be checked to determine whether or not to autho-
rize the request. For example, one of the privacy policies may
be a communications network service provider defined pri-
vacy policy stored in a privacy database for M2M service
providers. Another one of the privacy policies may be a user
defined privacy policy stored in a privacy database for M2M
devices.

For example, the M2M service provider may attempt to
communicate with a M2M device at 2:00 AM and need a
particular amount of bandwidth. The M2M privacy gateway
may check the privacy policy in the privacy database for
M2M service providers to find that the M2M service provider
is an authorized M2M service provider and that the particular
amount of bandwidth at 2:00 AM is allowed within the com-
munications network service provider defined privacy policy.

The M2M privacy gateway may also check the privacy
policy in the privacy database for M2M devices. The user
defined privacy policy may allow the M2M service provider
to access the M2M device associated with the user at 2:00
AM.

Ifthe request is not authorized at step 306, the method 300
proceeds to step 308. At step 308, the method 300 provides a
reason as to why the request was denied back to the requestor.
The method 300 proceeds to step 310, where the method 300
determines if the requestor provided additional information.
For example, additional information may be requested to
rectify the reason the request was denied.

If no additional information is provided, then the method
300 may proceed back to step 304 to receive another request.
If additional information was provided by the requestor that
addressed the reason for the denial, then the method 300 may
proceed to step 312.

Referring back to step 306, if the request is authorized, then
the method 300 proceeds to step 312. At step 312, the method
300 provides or enables communications (e.g., establishing a
communication session) between the M2M service provider
and the M2M device if the request is authorized based upon
the policy. Using the above example discussed at step 306, the
request would be authorized as the request does not violate
any of the privacy policies. As a result, a communications
path between the M2M service provider and the M2M device
may be established and the M2M service provider may be
permitted to transmit and receive data from the M2M device.

At step 314, the method 300 enforces the policy during the
communications. In other words, any communication or
transaction between the M2M service provider and the M2M
device is monitored to ensure that they are in compliance with
the policy. The method 300 ends at step 316.

FIG. 4 illustrates a flowchart of a method 400 for provi-
sioning a privacy policy for one or more the M2M devices. In
one embodiment, the method 400 may be performed by a
specialized computer server, e.g., the M2M privacy gateway
110 or a general purpose computer as illustrated in FIG. 6 and
discussed below.

The method 400 begins at step 402. At step 404, the method
400 provides a predefined template to a user for a privacy
policy for a M2M device. For example, the network service
provider may have an initial privacy policy having default
settings that show the user of the M2M device which param-
eters may be configured or modified. For example, some
parameters may be initially populated on behalf of the user,
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e.g., based on government regulations and/or suggestions
made by a network service provider.

At step 406, the method 400 receives one or more initial
parameters. For example, the user of the M2M device may
provide inputs as to how he or she would like each one of the
parameters in the privacy policy to be set.

At step 408, the method 400 determines if there are addi-
tional parameters that will be received from the user. If there
are additional parameters, the method goes back to step 406 to
receive them from the user. If there are no additional param-
eters, then all of the parameters are received and the method
400 proceeds to step 410.

At step 410, the method 400 finalizes the privacy policy for
the M2M device. For example, the predefined template may
be modified in accordance with the received initial param-
eters.

At step 412, the method 400 stores the privacy policy in the
privacy database for M2M device. At optional step 414, the
method 400 may configure the M2M device based upon the
stored privacy policy for M2M devices. The method 400 ends
at step 416.

FIG. 5 illustrates a flowchart of a method 500 for modify-
ing a privacy policy. In one embodiment, the method 500 may
be performed by a specialized computer server, e.g., the M2M
privacy gateway 110 or a general purpose computer as illus-
trated in FIG. 6 and discussed below.

The method 500 begins at step 502. At step 504, the method
500 receives a request to modify a privacy policy.

At step 506, the method 500 determines and authenticates
the source of the change request. If the request is from an
M2M service provider, i.e., the source is identified as an M2M
service provider, the method 500 proceeds to step 508.

At step 508, the method 500 receives changes from the
M2M service provider. At step 510, the method 500 modifies
the privacy policy for the M2M service provider. At step 512,
the method 500 stores the privacy policy that is modified in
the privacy database for the M2M service provider. The
method 500 ends at step 520.

Referring back to step 506, if the request is not from an
M2M service provider, then the request is from the user of an
M2M device, i.e., the source is identified as an end user and
the method proceeds to step 514.

At step 514, the method 500 receives changes from a user
of'an M2M device. At step 516, the method 500 modifies the
privacy policy for the M2M device. At step 518, the method
500 stores the privacy policy that is modified in the privacy
database for M2M device. The method ends at step 520.

It should be noted that although not explicitly specified,
one or more steps of the methods 300, 400 and 500 described
above may include a storing, displaying and/or outputting
step as required for a particular application. In other words,
any data, records, fields, and/or intermediate results discussed
in the methods can be stored, displayed, and/or outputted to
another device as required for a particular application. Fur-
thermore, steps or blocks in FIGS. 3-5 that recite a determin-
ing operation, or involve a decision, do not necessarily require
that both branches of the determining operation be practiced.
In other words, one of the branches of the determining opera-
tion can be deemed as an optional step.

FIG. 6 depicts a high-level block diagram of a general-
purpose computer suitable foruse in performing the functions
described herein. As depicted in FIG. 6, the system 600 com-
prises a processor element 602 (e.g., a CPU), a memory 604,
e.g., random access memory (RAM) and/or read only
memory (ROM), a module 605 for providing privacy man-
agement for machine-to-machine communications, and vari-
ous input/output devices 606 (e.g., storage devices, including
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but not limited to, a tape drive, a floppy drive, a hard disk drive
or a compact disk drive, a receiver, a transmitter, a speaker, a
display, a speech synthesizer, an output port, and a user input
device (such as a keyboard, a keypad, a mouse, and the like)).

It should be noted that the present disclosure can be imple-
mented in software and/or in a combination of software and
hardware, e.g., using application specific integrated circuits
(ASIC), a general purpose computer or any other hardware
equivalents, e.g., computer readable instructions pertaining
to the method(s) discussed above can be used to configure a
hardware processor to perform the steps of the above dis-
closed methods. For example, a computer-readable medium
may be in communication with the processor, where the com-
puter-readable medium having stored thereon a plurality of
instructions, the plurality of instructions including instruc-
tions which, when executed by the hardware processor, cause
the hardware processor to perform the methods (e.g., methods
300, 400 and 500) as disclosed above.

In one embodiment, the present module or process 405 for
providing privacy management for machine-to-machine
communications can be loaded into memory 604 and
executed by processor 602 to implement the functions as
discussed above. As such, the present methods 605 for pro-
viding privacy management for machine-to-machine com-
munications (including associated data structures) of the
present disclosure can be stored on a non-transitory (physical
and tangible) computer readable storage medium, e.g., RAM
memory, magnetic or optical drive or diskette and the like. For
example, the processor 602 can be programmed or configured
with instructions (e.g., computer readable instructions) to
perform the steps of methods 300, 400 and 500.

While various embodiments have been described above, it
should be understood that they have been presented by way of
example only, and not limitation. Thus, the breadth and scope
of'a preferred embodiment should not be limited by any ofthe
above-described exemplary embodiments, but should be
defined only in accordance with the following claims and
their equivalents.

What is claimed is:
1. A method for processing a request from a server of a
machine-to-machine service provider, comprising:

receiving, by a system comprising a processor in a com-
munication network of a communication network ser-
vice provider, the request from the server of the
machine-to-machine service provider to communicate
with a machine-to-machine device, wherein the
machine-to-machine device comprises an appliance;

determining, by the system in the communication network,
whether to authorize the request based upon a machine-
to-machine service provider policy in a machine-to-ma-
chine service provider privacy database located in the
communication network;

determining, by the system in the communication network,
a manner of access that is allowed based upon a
machine-to-machine device policy in a machine-to-ma-
chine device privacy database located in the communi-
cation network when the request is authorized, wherein
the machine-to-machine device policy is defined by a
user of the machine-to-machine device, wherein the
manner of the access that is allowed is defined by the
user;

sending, by the system in the communication network, a
response to the server of the machine-to-machine ser-
vice provider, where the response defines the manner
of access that is allowed when the request is author-
ized; and
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enabling, by the system, communications between the
server of the machine-to-machine service provider and
the machine-to-machine device in the manner of access
that is allowed based upon the machine-to-machine
device policy.

2. The method of claim 1, wherein the request is received at
a machine-to-machine privacy gateway.

3. The method of claim 1, wherein the request is routed via
an application programming interface gateway.

4. The method of claim 1, wherein the machine-to-machine
service provider policy associated with the machine-to-ma-
chine service provider privacy database is dynamically nego-
tiable.

5. The method of claim 4, wherein the machine-to-machine
service provider policy associated with the machine-to-ma-
chine service provider privacy database is defined by the
communication network service provider.

6. A non-transitory computer-readable medium storing a
plurality of instructions, which when executed by a processor
of'a system in a communication network of a communication
network service provider, cause the processor to perform
operations for processing a request from a server of a
machine-to-machine service provider, the operations com-
prising:

receiving the request from the server of the machine-to-

machine service provider to communicate with a
machine-to-machine device, wherein the machine-to-
machine device comprises an appliance;

determining whether to authorize the request based upon a

machine-to-machine service provider policy in a
machine-to-machine service provider privacy database
located in the communication network;

determining a manner of access that is allowed based upon

a machine-to-machine device policy in a machine-to-
machine device privacy database located in the commu-
nication network when the request is authorized,
wherein the machine-to-machine device policy is
defined by a user of the machine-to-machine device,
wherein the manner of the access that is allowed is
defined by, the user;

sending a response to the server of the machine-to-machine

service provider, where the response defines the manner
of'access that is allowed when the request is authorized;
and

enabling communications between the server of the

machine-to-machine service provider and the machine-
to-machine device in the manner of access that is
allowed based upon the machine-to-machine device
policy.
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7. The non-transitory computer-readable medium of claim
6, wherein the request is received at a machine-to-machine
privacy gateway.

8. The non-transitory computer-readable medium of claim
6, wherein the request is routed via an application program-
ming interface gateway.

9. The non-transitory computer-readable medium of claim
6, wherein the machine-to-machine service provider policy
associated with the machine-to-machine service provider pri-
vacy database is dynamically negotiable.

10. The non-transitory computer-readable medium of
claim 9, wherein the machine-to-machine service provider
policy associated with the machine-to-machine service pro-
vider privacy database is defined by the communication net-
work service provider.

11. An apparatus for processing a request from a server of
a machine-to-machine service provider, comprising:

a hardware processor in a communication network of a

communication network service provider; and

a computer readable medium storing a plurality of instruc-

tions which, when executed by the hardware processor,

cause the processor to perform operations, the opera-

tions comprising:

receiving the request from the server of the machine-to-
machine service provider to communicate with a
machine-to-machine device, wherein the machine-to-
machine device comprises an appliance;

determining whether to authorize the request based upon
a machine-to-machine service provider policy in a
machine-to-machine service provider privacy data-
base located in the communication network;

determining a manner of access that is allowed based
upon a machine-to-machine device policy in a
machine-to-machine device privacy database located
in the communication network when the request is
authorized, wherein the machine-to-machine device
policy is defined by a user of the machine-to-machine
device, wherein the manner of access that is allowed is
defined by the user;

sending a response to the server of the machine-to-ma-
chine service provider, where the response defines the
manner of access that is allowed when the request is
authorized; and

enabling communications between the server of the
machine-to-machine service provider and the
machine-to-machine device in the manner of access
that tis allowed based upon the machine-to-machine
device policy.

12. The apparatus of claim 11, wherein the apparatus com-
prises a machine-to-machine privacy gateway.
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